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Introduction

This contribution is addressing the Key issue “Service authorization for V2X” captured in the TR 23.785.
* * * * Start of 1st Change * * * *
6
Solutions
6.X
Solution #X: Procedure for Service Authorization
6.X.1
Functional Description

Editor's Note:
General description, assumption, and principles of the solution.

This solution corresponds to the Key Issue #1 "Service authorization for V2X".
6.X.2
Procedures
6.X.2.1
General 
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Figure 6.X-1: Pre-configuration for V2X Service
The HPLMN V2X Control Function pre-configures the UE with the authorization information for a list of PLMNs where the UE is authorized to perform V2X service and in addition information regarding out-of-coverage operation may be provided. If there is no associated UE context, the ProSe Function gets the subscription information for V2X Service from HSS.
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Figure 6.X-2: Service authorisation for V2X Service
The UE gets the V2X service authorisation for V2X Service, with a given validity time, from the V2X Control Function of the HPLMN.

The V2X service authorisation procedure is executed:
-
before starting the setup of V2X Service if the UE has no valid V2X service authorization information, or

-
when the UE already engaged in a V2X Service changes its registered PLMN and has no valid V2X service authorization information for the new registered PLMN, or

-
when the V2X service authorisation expires.

The authorisation is happening using "over IP" mechanisms and only IP connectivity is required to allow the UE to access this V2X Control Function.

In this signalling flow, shown in Figure 5.2-2, the following steps are performed:

Step 1:
The UE requests V2X service authorisation for HPLMN or for the VPLMN or for some Local PLMNs from the V2X Function in HPLMN. The UE may provide the current Serving PLMN ID in order to assist the V2X Function in the HPLMN to determine which are the Local PLMNs available to the UE. The UE provides V2X UE type (e.g. Vehicle /RSU/Pedestrian) to the V2X Function.
Step 2:
The V2X Function in HPLMN obtains V2X service authorization info from Local PLMN or VPLMN and merges with own policy.

Step 3:
The V2X Function in HPLMN provides V2X service authorisation info to UE. The V2X service authorisation info provided to the UE applies to the serving PLMN and to PLMNs determined by the HPLMN as Local PLMNs (e.g. based on the Serving PLMN) to be available to the UE. The UE stores the V2X service authorisation information obtained from this V2X Function in a secure way. If needed at any point the V2X Service authorization can be revoked by the ProSe Function in Local PLMN or VPLMN or V2X Function in the HPLMN.
6.x.2.2
Provisioning information for V2X Service 
The following information is provisioned to V2X UE:  

· PLMNs in which the UE is authorised to perform V2X Service
· Source V2X Layer-2 ID which the UE is used to originate V2X Service.
· Indication whether the UE should use IPv4 or IPv6 or both for V2X Service
· Radio parameters with Geographical Area(s) in order to be able use V2S Service when the UE is "not served by E-UTRAN". The UE uses the radio parameters only if the UE can locate itself in the corresponding Geographical Area. Otherwise, the UE is not authorised to transmit.
· Security related parameters for V2X Service
NOTE 1:
More details on the necessary security aspect will be defined in SA3 specifications.
· Highest Priority which the UE is authorised to use in the V2X Service.

6.X.3
Impact on existing entities and interfaces
Editor's Note: Impacts on existing nodes or functionality will be added.
6.X.4
Topics for further study

Editor's Note: Topics for FFS will be collected for this particular functionality.
6.X.5
Conclusions

Editor's note:
Conclusions will be collected for this particular functionality.
* * * * End of Changes * * * *
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